
Digitally-Signed Credentials
in the new Europass



Europass and Digitally-Signed Credentials
policy-perspective

“Provide a framework for issuing digitally-certified

qualifications and validating digitally-acquired skills

that are trusted, multilingual and can be stored in

professional profiles (CVs) such as Europass. The

framework will be fully aligned with the European,

Qualifications Framework for Lifelong Learning

(EQF) and the European Classification of Skills,

Competences, Qualifications and Occupations

(ESCO)”

Action 3 of the Digital Education Action

Plan (Jan 2018) established that the way

forward to make better use of digital

technology for teaching and learning

encompasses an action to:

The European Skills Agenda is a five-year plan to help

individuals and businesses develop more and better skills and

to put them to use. It includes 12 actions, of which Action 11

is the New Europass platform, supporting people to manage

their learning pathways and career development.

https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:52018DC0022&from=EN
https://ec.europa.eu/social/BlobServlet?docId=22832&langId=en


Framework for digitally-signed credentials 
definition of a digitally-signed credential

• A credential, in its most essential form, is a documented
statement containing claims made about a person.

• A Europass learning credential describes that the owner
has certain skills or has achieved certain learning
outcomes through formal, non-formal or informal learning
context.

• A digitally-signature (e-Seal) guarantees the origin and
integrity of the document.

• The Europass Learning Model allows interoperability of
Learning Opportunities, Qualifications and Credentials in
Europe and supports a fast track to credential recognition,
reducing administrative burden and decreasing fraud by
supporting automatic authentication of qualifications by
employers and training provider.



Framework for digitally-signed credentials
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Framework for digitally-signed credentials 
a European Digital Credentials Infrastructure (EDCI)

This infrastructure encompasses the technical specifications to implement the

framework. The EDCI comprises of core building blocks to help operationalise

the framework:

eIDAS Standards Services Software
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Europass Digital Credentials are standardised tamperproof electronic documents describing that their owner has certain

skills or has achieved certain learning outcomes through formal, non-formal or informal learning context

Issuer
information about the awarding body

Credential Owner
Information about the person receiving 

the credential

+ e-Seal
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a visual representation of the 

achievement so it can be viewed on 

any device or medium

Claim
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Europass Digital Credentials





EDCs describe:

• Details of the issuing organisation

• Details of the credential owner

• Achievements (including grades and 

references to learning outcomes, 

activities and entitlements)

• Activities (e.g. 150 hours of 

coursework or 100 hours of 

apprenticeship)

• Entitlements (Entitlement to work as 

an attorney)

• Various credential properties by 

utilising 24 standard vocabularies



Controlled Lists for Transparency and Recognition



Thank you!

Contact us at EDCsupport@ext-ec-europa.eu
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